
Umsetzung der DSGVO

Einige unsere Produkte nutzen externe Dienste. Bedingt durch die Umsetzung der
Datenschutzgrundverordnung m??ssen diese Weitergaben von Daten u.U. in der Datenschutzerkl??rung
offen gelegt werden.
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In diesem Artikel fassen wir für unsere Kunden zusammen, welche Daten konkret mit welchen Diensten
geteilt werden. Beachten Sie, dass dieser Beitrag nur eine Information für unsere Kunden darstellt und keine
Rechtsberatung darstellt. Wir übernehmen keine Gewähr für die hier angeführten Informationen

VieCode Lexikon

keine Datenweitergabe

VieCode Marktplatz

Google Maps

Erstellung von Einträgen, wenn Adressdaten erfasst werden (zur Ermittlung der Koordinationen für die
Umkreissuche)
Anzeige der Adresse im Eintrag
Nutzung der Umkreissuche

Wir empfehlen hierfür die Standard-Datenschutzerklärung von WoltLab zu nutzen. Begründung: Art. 6 Abs. 1
lit. f DSGVO

VieCode Filebase

Google Safe-browsing

Beim Hinterlegen eine externen Resource (per Backend, d.h. es werden keine Daten vom Benutzer
übertragen); Diese Funktion ist deaktiviert, wenn kein API-Schlüssel hinterlegt ist
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VieCode Shop

PayPal

Bezahlung per PayPal Webaccept: Rechnungsbetrag, Währung und Bestellnummer
Bezahlung per PayPal REST-API: Vor- und Nachname, Anschrift, Rechnungsbetrag, Währung und
Bestellnummer

Sofortüberweisung

Bezahlung per Sofortüberweisung: Rechnungsbetrag, Währung und Bestellnummer

Stripe

Bezahlung per Kreditkarte / Stripe: Rechnungsbetrag, Währung und Bestellnummer; optional: Vor-
und Nachname, Anschrift und E-Mail Adresse (Verbessert die Betrugserkennung, kann aber
deaktiviert werden)

Paysafecard

Bezahlung per Paysafecard: Rechnungsbetrag, Währung und Bestellnummer

PostFinance

Bezahlung per PostFinance: Rechnungsbetrag, Währung und Bestellnummer

Wir empfehlen hierfür die Standard-Datenschutzerklärung von WoltLab zu nutzen und an den
Zahlungsdienstleister entsprechend anzupassen. Begründung: Art. 6 Abs. 1 lit. a DSGVO und Art. 6 Abs. 1
lit. b DSGVO

VieCode Hashtags-Unterstützung

keine Datenweitergabe

WoltLab Plugin-Store Anbindung

keine Datenweitergabe

Jira Anbindung

keine Datenweitergabe

Sicherer Zugangsdatenspeicher

keine Datenweitergabe

OAuth 2.0 Server

keine Datenweitergabe (ohne explizite Einwilligung der den Benutzer)

VieCode Formulare

keine Datenweitergabe
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